
CAPACITIES1

4GB, 8GB, 16GB, 32GB and 64GB

CRYPTOGRAPHIC PROCESSES
AES 256-bit hardware module XTS mode

TEMPERATURE
Operating: 0°C to 60°C 
Storage: -20°C to 85°C 

DIMENSIONS (L X W X D)
77.9 mm x 22.2 mm x 12.05mm

WEIGHT
Approximately 54 grams (1.9 oz)

COUNTRY OF ORIGIN
USA

INTERFACE
USB 3.2 Gen 1 – Backward compatible w/ USB 
2.0 & 1.1

STANDARDS & CERTIFICATIONS
FIPS 140-2 Level 3, TAA Compliant, FCC, CE, VCCI & 
KC, RoHS & WEEE

SYSTEM COMPATIBILITY
Windows® 10, 8.1, 8, 7 (SP1), Windows Vista® 
(SP2), macOS 10.10 - 10.15

Two (2) free drive letters required for use

SPEED2

USB 3.0: 	4GB: 80MB/s read, 12MB/s write
		  8GB &16GB: 165MB/s read, 22MB/s write
		  32GB: 250MB/s read, 40MB/s write
		  64GB: 250MB/s read, 85MB/s write
USB 2.0: 	4GB: 30MB/s read, 12MB/s write
		  8GB–64GB: 30MB/s read, 20MB/s write

WATERPROOF
Up to 4ft; Conforms to IEC 60529 IPX8. Product 
must be clean and dry before use.

WARRANTY
2 year limited

PART NUMBERS
SENTRY04F, SENTRY08F, SENTRY16F, 
SENTRY32F, SENTRY64F

1 Some of the listed capacity on a Flash storage device is used for 
formatting and other functions and thus is not available for data storage. 
As such, the actual available capacity for data storage is less than what is 
listed on the products.
2 Speed may vary due to host hardware, software and usage.

TECHNICAL SPECIFICATIONS

CONFIDENTLY CARRY DATA EVERYWHERE YOU GO
DataLocker Sentry® 3 FIPS offers advanced security with FIPS 140-2 Level 3* 
certification and a tamper evident seal for physical security. The entire drive is 
FIPS certified, not just the controller, and its AES 256-bit hardware-based 
encryption in XTS mode offers unsurpassed security.

CENTRALLY MANAGEABLE 
This next generation, smart USB 3.2 Gen 1 drive combines 100% hardware 
encryption with the ability to connect to a remote management console. 
SafeConsole® is a secure online or on-premise management console to deploy 
and apply security policies to thousands of USB storage devices easily and 
efficiently.

AN EASY AND QUICK WAY TO PROTECT YOUR PORTABLE DATA
Combining password-protected, military-grade encryption with plug-and-play 
simplicity, DataLocker Sentry® 3 FIPS offers enterprise grade security that’s 
waterproof and fire resistant beyond military specifications for ultra durability.

AVOID LOSING PUBLIC TRUST
Every year, 20 million unprotected USB drives go missing. If the data stored on 
those drives ends up in the wrong hands, you can lose public trust, put citizens at 
risk and suddenly find yourself in the middle of a PR scandal. Secure USB 
encrypted flash drives offer a safe harbor to data breach notification 
requirements and are an essential component of a comprehensive data loss 
prevention (DLP) strategy. 

REQUEST A TRIAL
Request a risk free evaluation unit today: http://datalocker.com/evaluation/

* FIPS CERT #2753
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